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A log management and
monitoring tool for

public cloud platforms.
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ManageEngine  Cloud Security Plus is  a cloud monitoring platform that  enables you to track, 
analyze, and react to events happening in your public cloud infrastructure. The solution has a range 
of out-of-the-box reports, an easy search mechanism, and customizable alert profiles. This 
enhances business  efficiency  by providing actionable insights  on crucial developments in your 
cloud environment.  

Cloud Security Plus supports multiple platforms such as Amazon Web Services 
(AWS), Azure, Salesforce, and Google Cloud Platform. If you have a cloud 
infrastructure distributed across multiple platforms, all your cloud resources can 
be monitored from a single interface.

Support for multiple cloud platforms.

With Cloud Security Plus, you can track users across all cloud deployments and 
generate reports on their activity.

Cross platform monitoring.

Cloud Security Plus follows  an annual subscription model, and customers are 
charged based on the number of accounts to be monitored rather than the volume 
of logs generated.

Competitive pricing.

Cloud Security Plus deploys easily and starts analyzing logs within minutes of 
installation. It also comes with a built-in option to forward logs to Syslog servers 
and Splunk, which correlates real-time data in a searchable repository, if desired.

Quick deployment.

Cloud Security Plus has an intuitive interface that is easy to understand and 
operate. No extensive domain knowledge is required. 

Easy to manage.

Cloud Security Plus has a range of alert profiles that can also be automatically 
categorized based on severity to help you focus on critical events immediately. 

Alert profiles.

$

https://www.manageengine.com/cloud-security/?utm_source=datasheet
https://www.manageengine.com/cloud-security/?utm_source=datasheet


Cloud Security Plus has a range of predefined reports that can be generated and 
emailed at specified intervals. These reports can also be exported in PDF, CSV, 
HTML, and XLS formats. 

Comprehensive reports.

Searching though log data with Cloud Security Plus  is simple with support for 
advanced search options such as wildcard, boolean, phrase, range, and grouped 
searches.   

Flexible and easy log search.

The easy deployment, adaptive scalability, and economical costs of cloud platforms have many organizations adopting 
it. However, meeting compliance needs and growing security concerns of data loss and unauthorized access, hinders the 
tapping of the platform's full potential. Cloud Security Plus is your silver lining, as it combats these security concerns. It 
gives complete visibility into AWS, Salseforce, Google Cloud Platform, and Microsoft Azure cloud infrastructures. The 
comprehensive reports, easy search mechanism, and customizable alert profiles enable you to track, analyze, and react 
to events happening in your cloud environments.

System requirements

Processor: Dual-core
RAM: 2 GB
Disk Space: 50 GB
Supported Windows OS versions: Windows 7 and above, Vista, Server 2008 R2,
Server 2012, and Server 2016.
Supported web browsers: Internet Explorer 9 and above, Mozilla Firefox 3 and above,
and Google Chrome.
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